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Høringssvar vedr. Europa-Kommissionens forslag til Europa-Parlamentets og Rådets 
forordning om forebyggelse og bekæmpelse af seksuelt misbrug af børn. 
 
Dataetisk Råd afgav i december 2022 et høringssvar vedr. Europa-Kommissionens 
forslag til Europa-Parlamentets og Rådets forordning om forebyggelse og bekæmpelse 
af seksuelt misbrug af børn. Dataetisk Råd er siden blevet opmærksom på dataetiske 
aspekter af den foreslåede forordning, som ikke blev adresseret i det oprindelige 
høringssvar, hvorfor rådet ekstraordinært har valgt at tilbagekalde sit oprindelige 
høringssvar.  
 
Dataetisk Råd fastholder opbakningen til forslagets formål, der handler om at forhindre 
spredning af børnemisbrugsmateriale (CSAM) igennem elektroniske 
kommunikationskanaler. Rådet støtter også fortsat ønsket om at adressere dette 
alvorlige problem igennem international regulering på grund af den 
grænseoverskridende karakter af kriminalitet knyttet til CSAM. 
 
Dog finder Dataetisk Råd ikke, at de påtænkte midler i forslaget, der indebærer et brud 
på borgernes grundlæggende rettigheder, f.eks. brevhemmelighed og retten til 
privatliv, står mål med det ellers anerkendelsesværdige formål. 
 
Forslaget pålægger udbydere af kommunikationstjenester at tage et større ansvar for 
at forhindre potentiel deling af CSAM på deres platforme. Som led heri lægger forslaget 
således op til, at tjenesteudbydere i yderste konsekvens kan pålægges at overvåge al 
kommunikation, der foregår på tjenesten, og indberette identificerede mulige 
eksempler på CSAM og ’grooming’ (manipulation af mindreårige med seksuelle 
motiver) til relevante myndigheder. Dataetisk Råd opfatter dette som uproportionel 
overvågning af borgernes elektroniske kommunikation. 
 
Efter det fremkomne vil forslaget herunder reelt set afskære end-to-end kryptering, idet 
sådan kryptering ikke er forenelig med tjenesteudbydernes pligt til at filtrere indhold. 
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Muligheden for effektiv kryptering vedrører generelt borgerens grundlæggende ret til 
privatliv og brevhemmelighed, og rådet finder, at en generel afskæring af denne 
mulighed er dataetisk betænkelig. Dette er ikke kun i forhold til særlige grupper som 
whistleblowere, advokater, journalister og lignende, men også for borgere som sådan. 
Dataetisk Råd finder det afgørende, at muligheden for at anvende end-to-end 
kryptering også eksisterer i fremtiden. 
 
Dataetisk Råd opfordrer den danske regering til at arbejde for, at det endelige forslag til 
forordning finder en proportionel balance mellem hensynet til borgernes 
grundlæggende rettigheder og ønsket om at bekæmpe spredning af CSAM. 
 
Med venlig hilsen på vegne af Dataetisk Råd. 
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